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1
Decision/action requested

This contribution proposes a scope for the TR33.825.
2
References

[1]
S3-182679: Study on the security of URLLC for 5GS
3
Rationale

This contribution proposes a scope for the FS_5G_URLLC_SEC TR33.825. The content is based on the objective clause in the agreed SID [1]. 
4
Detailed proposal

It is proposed to approve the following changes for inclusion in the FS_5G_URLLC_SEC TR33.825.
***
BEGIN CHANGES
***

1
Scope


The scope of this study is the following:

· Investigate and identify the security key issues for meeting the low latency requirement
· Investigate and identify the security key issues for meeting the ultra-high reliability requirement
· Provide potential security requirements to address security issues identified in the course of the study
· Study the potential security solutions to support URLLC services
***
END OF CHANGES
***

